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	3) Display the hierarchy of complex criminal network problems from the general to specific level;
	4) Develop and use decision rules which accelerate computation time, as well as allow the investigator to understand the problem better;
	5) Receive advice and consultation from the expert system on new and existing cases based upon prior knowledge captured by the system;
	6) Preserve information in an active form as a knowledge base, rather than a mere passive listing of facts and figures;
	7) Train novices to think as an experienced crime profiler would; and
	8) Create and preserve in an active environment a system that is not subject to human failings, will respond to constant streams of data, and can generalize large bodies of knowledge.
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AI applications show great potential for solving complicated crime profiling and assessment problems. Research is currently being conducted in two such uses which will be integrated into the NCAVC's AI computer project.

Social network analysis is a behavioral science-oriented approach that describes the interaction patterns between people. 4 This analysis can be used to identify possible courses of action an individual or group might take, as well as to surmise as to the hierarchical structure of an organization or group. Examples of the application of social network analyses include structures of organized crime syndicates, motorcycle gangs, and terrorist groups. NCAVC staff members are developing AI procedures to manipulate data and compute the probable hierarchies and interactions of complex organizations. The behavioral analysis of threatening oral and written communications in extortions, bombings, and terrorist incidents is another viable application of artificial intelligence technology to real-world law enforcement problems.5

The NCAVC is actively researching and experimenting with computer-assisted linguistic analysis techniques to evaluate the content of these communications in an effort to determine the authorship profile and assess the viability of the threat.

Summary

Presented in this article have been the systems approach to the management of violent crime data and the development of an artificial intelligence crime profiling computer system for the National Center for the Analysis of Violent Crime. The major benefit of this effort is an effective management information system which will track the activities of the program, assess the impact of law enforcement efforts against violent crime, and introduce automated computer-assisted profiling technology.
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